CYBERSECURITY IN A HYPER CONNECTED ECOSYSTEM

AN EC-COUNCIL INITIATIVE
The unprecedented global crisis due to COVID 19 has opened a plethora of opportunities for highly sophisticated cyberattacks, capitalizing on the pandemic scare and rapid transition of remote workforce functionality.

The evident paradigm shift has resulted emphasises on the need to reengineer the cybersecurity strategy, due to the expansive threat landscape and it is critical for organizations to balance data privacy, customer satisfaction, workforce efficiency and business profitability (more than ever before).

**Focal point Australia:**

There has been an evident surge in malware, phishing, and distributed denial of services since the onset of the pandemic across the Commonwealth of Australia. With the intent to take appropriate actions against these threat actors, the region along with its member states and international partners are to reinforce their collaboration on technical operations at judicial as well as diplomatic levels.

Organizations today, need to not only move beyond compliance and implement dynamic security integration through a multi layered approach, but also need to embrace an enterprise wide culture of cyber risk ownership. To achieve optimum cyber resilience and safeguard business continuity, a dynamic risk management framework is extremely essential for organizations.

The recent release of the Australian Cyber Security Strategy 2020 will give a much-needed incentive to the creation of a secure digital ecosystem to safeguard the nations citizens, business community and critical infrastructure functionality.

**The Australia CISO Confluence:**

EC-Council’s CISO MAG as an enabler of strategic community integration has planned a crisp two days virtual engagement designed to create more awareness on the need for cybersecurity and its related implications in these testing times.

The Australia CISO Confluence will derive realistic insights from senior industry experts on how to re-define security frameworks, mitigate threats and encourage a new culture of cybersecurity to sustain continuity across the region’s business intensive digital ecosystems.
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Rafael Narezzi,
Chief Information Security Officer, WiseEnergy
Participants

Attendee Profile

• CEO / CIO / CTO / CSO / CISO / CDO
• SVP, VP, Directors
• IT Director/ HoDs
• IT Security Advisor / Heads / Specialist / Lead
• Head of Planning, Governance, Risk
• Information Security Manager
• IT Consultants

From Streams

• Information Security
• Cybersecurity
• Cyber Threat Management
• Cyber Security Intelligence
• Security risk
• Compliance
• Cloud services
• Cloud technology
• Identity and access management
• Incident response
• Data Analytics
• Data Privacy
• Data Operations
• GDPR & Data Protection
• Customer data program
• IT Security

Sector Focus
Welcome Address
13:45 – 14:00

Opening Keynote
14:00 – 14:20
Cyber Security Strategy 2020: Public Private Partnerships to overhaul cyber resilience of critical infrastructure networks and systems
This session includes 5 mins for Q&A

Special Address
14:20 – 14:40
Fortify enterprise wide security through cyber forensics and threat hunting capabilities
This session includes 5 mins for Q&A

Technical Address
14:40 – 15:00
This session includes 5 mins for Q&A

Panel Discussion
15:00 – 16:00
Deploying a zero-trust architecture to protect critical functionality and services while securing business continuity
Helaine Leggat, Managing Partner, ICT Legal Consulting
Rassoul Ghaznavi Zadeh, Director of Information Security, ResMed
Daniel Pludek, Chief Technology Officer, Kip McGarth Education Centres
This session includes 15 mins Q&A

Technical Address
16:00 – 16:20
This session includes 5 mins for Q&A

Panel Discussion
16:20 - 17:20
Leveraging cloud and AI to derive a proactive and rapid incident response mechanism
Rafael Narezzi, Chief Information Security Officer, WiseEnergy
Andrew Wan, Chief Information Security Officer, The Smith Family
Ts. Dr. Aswami Ariffin, SVP Cyber Security Responsive Services Division, CyberSecurity Malaysia, President DFRS
This session includes 15 mins Q&A
<table>
<thead>
<tr>
<th>Time</th>
<th>Session</th>
</tr>
</thead>
<tbody>
<tr>
<td>13:55 – 14:00</td>
<td>Welcome Address</td>
</tr>
<tr>
<td>14:00 – 14:20</td>
<td>Keynote Address&lt;br&gt;Revamping the Cyber security strategy: Upgradation of security taskforce to mitigate and overcome cyber incidents&lt;br&gt;This session includes 5 mins for Q&amp;A</td>
</tr>
<tr>
<td>14:20 – 14:40</td>
<td>Technical Address&lt;br&gt;This session includes 5 mins for Q&amp;A</td>
</tr>
<tr>
<td>14:40 – 15:40</td>
<td>Panel Discussion&lt;br&gt;Optimize access management protocols to enable agility and protect the distributed enterprise network&lt;br&gt;This session includes 15 mins Q&amp;A</td>
</tr>
<tr>
<td>15:40 – 16:00</td>
<td>Individual address&lt;br&gt;Tackling insider threat attacks – prioritize security of critical assets, periodic risk assessments, instil culture of data security and implement threat aversion protocols&lt;br&gt;&lt;b&gt;Salvatore Trimboli&lt;/b&gt;&lt;br&gt;Chief Technology Officer, E.L &amp; C. Baillieu Limited&lt;br&gt;This session includes 5 mins for Q&amp;A</td>
</tr>
<tr>
<td>16:00 - 17:00</td>
<td>Panel Discussion&lt;br&gt;Dynamic security countermeasures to enhance data security and privacy&lt;br&gt;&lt;b&gt;Nicki Doble&lt;/b&gt;&lt;br&gt;Group Chief Information Officer, Cover More Insurance&lt;br&gt;&lt;b&gt;Jacqueline Kernot&lt;/b&gt;&lt;br&gt;Partner Cyber Security, EY&lt;br&gt;This session includes 15 mins Q&amp;A</td>
</tr>
</tbody>
</table>

**END OF CONFERENCE**
Virtual Series 2020: Past events

- **Aug 27, 2020**
  - APAC CISO Summit
  - Watch Online
  - 400+ Global Registrations
  - 80% Attendee Engagement Rate
  - Interest from 15 Countries

- **July 30, 2020**
  - CISO Magazine Summit & Awards India
  - Watch Online
  - 350+ Global Registrations
  - 75% Attendee Engagement Rate
  - Interest from 20 Countries
June 29, 2020

August & July 2020 | Fireside Chats with Cybersecurity Experts

August 28, 2020 | Cybersecurity skill gap and Leadership Overload
Hans-Wilhelm Dunn
President, Cyber Security Council
Germany

July 29, 2020 | Handling insider threats in the times of pandemic
Damien Martin
President, Australian Information Security Association

May 2020 | Fireside Chats with Cybersecurity Experts

May 14, 2020 | Back to a new and secure normal
Thomas Tschersich
Chief Security Officer
Deutsche Telekom AG (Germany)

May 20, 2020 | CISA and cybersecurity in times of a pandemic
Bryan Ware
CISO, Federal Government
CISA, U.S. Department of Homeland Security

April 2020 | Fireside Chats with Cybersecurity Experts

April 21, 2020 | AI - The ultimate weapon in the war against cyber criminals
Dr. Erdal Ozkaya
Managing Director & Regional CSO
Standard Chartered Bank (SMC)

April 30, 2020 | The superhero CISO
Chris Roberts
Researcher, Mandi & CSO

Watch Online

80% Attendee Engagement Rate

722 Global Registrations

Interest from 45 Countries

80%

722

45

Global Registrations

Attendee Engagement Rate
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Countries
Allied Trainings & Workshops

October 26 - 29, 2020

<table>
<thead>
<tr>
<th>Class</th>
<th>Training</th>
<th>End Date</th>
<th>Start Date</th>
</tr>
</thead>
<tbody>
<tr>
<td>MASTERCLASS CERTIFIED ETHICAL HACKER PROGRAM</td>
<td>26th October</td>
<td>29th October</td>
<td></td>
</tr>
<tr>
<td>MASTERCLASS EXECUTIVE MANAGEMENT PROGRAM</td>
<td>26th October</td>
<td>29th October</td>
<td></td>
</tr>
<tr>
<td>DRONE HACKING</td>
<td>28th October</td>
<td>28th October</td>
<td></td>
</tr>
</tbody>
</table>

**MASTERCLASS CERTIFIED ETHICAL HACKER PROGRAM**

The world's most advanced ethical hacking course with 20 of the most current security domains an ethical hacker will want to know when planning to beef up the information security posture of their organization. In 20 comprehensive modules, the course covers over 270 attack technologies, commonly used by hackers. Our security experts have designed over 140 labs which mimic real-time scenarios in the course to help you “live” through an attack as if it were real and provide you with access to over 2200 commonly used hacking tools to immerse you into the hacker world. The goal of this course is to help you master an ethical hacking methodology that can be used in a penetration testing or ethical hacking situation. You walk out the door with ethical hacking skills that are highly in demand, as well as the globally recognized Certified Ethical Hacker certification!

**MASTERCLASS EXECUTIVE MANAGEMENT PROGRAM**

The CCISO program trains individuals who are looking to make the jump from middle management to the executive ranks by focusing on high-level management skills specifically needed for IS executives. From project to audit management, procurement and finance, to strategy and policy, students will be taught to steer complex security programs strategically and successfully. The CCISO program was created and is taught by sitting high-level information security executives from across industries, resulting in the most relevant, challenging, and applicable content on the market.

**DRONE HACKING WORKSHOP**

In this one-day course you will set up EC-Council’s Mobile Security Toolkit (STORM) OS to interface with your drone, then learn about drone hacking. This will include a wide range of topics from the basics of drones and the FCC rules, to the capture, examination, and exploitation of drone data.

For training related inquiries:

Pooja Joshi
pooja.j@eccouncil.org
+91 9892797876

Ashish Makhija
ashish.m@eccouncil.org
+91 9821216722
International Council of E-Commerce Consultants, also known as EC-Council, is the world’s largest cyber security technical certification body. We operate in 145 countries globally and are the owner as well as developer of the world renowned Certified Ethical Hacker (C|EH), Computer Hacking Forensics Investigator (C|HFI), Certified Security Analyst (ECSA), License Penetration Testing (Practical) programs, among others. Our certification programs are recognized globally and have received endorsements from various government agencies including the US Federal Government via the Montgomery GI Bill, the US Government National Security Agency (NSA), the Committee on National Security Systems (CNSS) and most recently EC-Council has received accreditation from the American National Standards Institute (ANSI).

CISO MAG a publication by EC-Council, one of the largest security education and certification.

CISO MAG provides vital stories, trends, interviews, and news from around the security world, to help security leaders stay informed. The magazine includes comprehensive analysis, cutting-edge features, and contributions from thought leaders.

If you are looking to keep abreast of the latest happenings in information security and are curious to know how security leaders are battling out of their skins to keep Internet safe, we assure you that you won’t be disappointed.
For Details Contact

Business Opportunities
**JYOTI PUNJABI**
📞 +91-9963654422
✉️ jyoti.punjabi@eccouncil.org

Speaking Opportunities
**LIONEL POVO**
📞 +91-8689820080
✉️ lionel.p@eccouncil.org

Marketing Opportunities
**DINESH KULCHANDRA**
📞 +91-7208064695
✉️ dinesh.k@eccouncil.org

Sponsorship Opportunities
**VAISHALI JAIN**
📞 +91-9983871404
✉️ vaishali.j@eccouncil.org

events.cisomag.com